Don’t enter KYC
details through
unknown links.
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Beware of

KYC fraud!

Unknown Link = Unknown Risk
Think Before You Click

m m Beware of fake links

IMPORTANT:

wpoATE m Always verify the sender before

KYCNow!

clicking any link

= Banks never send links asking for
personal details/KYC update

m Never share OTP, PIN, passwords, or confidential information
B |gnore messages that create false urgency

») AWARENESS IS YOUR
/' BEST PROTECTION

STAY ALERT. STAY SAFE.

Report financial fraud immediately at
cybercrime.gov.in or call 1930
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o For more details
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visit https://rbikehtahai.rbi.org.in
For feedback write to rbikehtahai@rbi.org.in
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